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DATE: May 2, 2016[3:15 PM]

Sheriff'sOffice Warnsof InternetPredator
SeveraEl PasoCountyresidentaverecentlybeentargetedoy anlinternetpredator.

Thesocialmediauserposesas‘Alex Levin’ ateenagdoy who randomlyfriend requestgirls betweerthe agesof
12-15.He beginsa conversatiorandasksfor a photoof whatthe girl lookslike. As soonashe obtainsthe photohe
threatengo Photoshophefaceof thevictim ontopornographiémageson numerousvebsitesunlessthey continue
to sendhim nudeimagesandphotographslf theyfail to sendthe photosandvideoswhenherequestshem,he
threatendo notify someonen their friendslist, whichis usuallya parentor sibling with the samedastname.

Thefictitious photograph$eis usingasa profile pictureareattached.The suspects believedto bebasedn a
foreigncountryandmaybe utilizing otherformsof socialmediato perpetrate similar scam.

We would like parentsandpotentialvictims to be awareof predatorsatall timeswhenyou areOnline.
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	Media_Release_Text_1: Sheriff's Office Warns of Internet Predator

Several El Paso County residents have recently been targeted by an Internet predator.  

The social media user poses as ‘Alex Levin’ a teenage boy who randomly friend requests girls between the ages of 12-15. He begins a conversation and asks for a photo of what the girl looks like. As soon as he obtains the photo he threatens to Photoshop the face of the victim onto pornographic images on numerous websites unless they continue to send him nude images and photographs. If they fail to send the photos and videos when he requests them, he threatens to notify someone on their friends list, which is usually a parent or sibling with the same last name. 

The fictitious photographs he is using as a profile picture are attached.  The suspect is believed to be based in a foreign country and may be utilizing other forms of social media to perpetrate a similar scam. 

We would like parents and potential victims to be aware of predators at all times when you are Online.
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